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Instructor's Notes

Tutorial Approach

This appendix begins with an overview of the tools and information that are available on the Internet. The students learn what computer networks are and how they work. They find out how the Internet and World Wide Web began and grew. At the end of this tutorial, students will be able to compare methods for connecting to the Internet.

First, students learn how the Internet and World Wide Web have grown from their beginnings in the military and research communities. The concept of networks is presented, including a discussion on how interconnecting networks formed the basis of the Internet. They also learn about the resources provided by the Internet and World Wide Web and how the Internet has become one of the most powerful communication tools the world has ever known. Finally, students learn how to connect their computers to the Internet.
Lecture Notes

Exploring Uses for the Internet
Begin by making sure that students understand the difference between the Internet and the World Wide Web. Many students use these terms interchangeably; explain why they should not. The Web is an Internet service, as are e-mail and newsgroups, for example.
Discuss the variety of communication tools and information resources available on the Internet. Examples are news and encyclopedia Web sites, e-commerce sites, and entertainment Web sites. 
Classroom Activity
Brainstorm with the class about the different uses of the Internet. Ask each student to list as many different tasks they’ve performed using the Internet in the past week. Go around the room and ask for volunteers to read their lists. Write the answers on the board or a flip chart. Answers might include making purchases from online retailers, sending and receiving e-mail, reading an entertainment-oriented Web site, searching for a job through an online campus job board, or using instant messenging to communicate with friends.
Computer Networks
The students should understand the concept of client/server networks. Review basic facts about the Internet for your students. To share resources effectively computers can be linked together in a structure called a network. If the computers are close together, the network is called a local area network (LAN). Figure A-5 shows a typical client/server layout. A network that covers a wider area, perhaps several cities, is called a wide area network (WAN). The Internet is a “network of networks.” The physical structure of the Internet uses fiber-optic cables, satellites, phone lines, and other telecommunications media to send data back and forth. 
Not all LANs use the same kind of cables to connect their computers. The students should understand the different cable types and the advantages and disadvantages of each type of cable. If you have samples of different kinds of cables, pass them around the room. You can generally find spare cables in the computer lab. 
Discuss wireless network connections. Many campuses have installed wireless networks with access points distributed around campus. If your campus has one of these, demonstrate how to use it with a laptop computer. Figure A-7 shows an example of a wireless home network.
Classroom Activity
How are most of the computers in your building connected? What kind of cables do they use? Take a walk around the classroom and the building with your students and show them the cables that connect the classroom and the lab computers. If possible, show an equipment closet where many cables connect to a hub. If there is one in your building, show the students a network server and a network printer. When you return to the classroom, make a diagram on the board that represents what you just saw.
Origins of the Internet
Let the students know about the military beginnings of the Internet. Students should be familiar with ARPA and the ARPANET as the historical beginning of the Internet. 
Make sure students understand the benefit of packet switching vs. circuit switching, and that packet switching networks were developed because of security concerns over the vulnerability of centralized circuit switching. Packet-switched networks are more reliable than circuit-switched networks because they rely on multiple routers instead of a central point of control and because each router can send individual packets of data along different path if parts of the network are not operating. Students should understand what a router is and how it uses routing algorithms to move packets along the best path. 
Explain the concept of open architecture philosophy and how it contributed to the success of the ARPANET. The development of the Transmission Control Protocol and the Internet Protocol (TCP/IP) (which are packet switching protocols) also helped shape the Internet. The students should understand what these protocols do and that they are still in use today.   

Discuss the origins of electronic mail, and explain that e-mail was developed early on in the life of the Internet. In addition, other Internet services such as FTP and Telnet were developed as part of TCP/IP. As more uses were developed for the Internet, its popularity grew.
The students should know that many different networks were connected to form the Internet. Refer to Figure A-10. Students should become familiar with the network backbone of the Internet. 

Discuss how commercial interest helped the Internet's rapid growth. By the late 1980s commercial e-mail services were available to the general public.
Quick Quiz
1. True or False: In open architecture, each network continues using its own protocols and data-transmission methods internally.
2. Which of the following was not an early goal of the Internet?
a. To facilitate communication among research institutions

b. To provide the general public with electronic mail services

c. To protect government communications in times of national disaster.


3. Computers or other devices that determine the best path to move a packet to its destination are called _________________________.

Answers: True, b, routers.
Classroom Activity
Unlike many technologies which have been in use for generations, the commercial use of Internet is new during the lifetime of most students. Ask students to reminisce about their first use of the Internet. Do they remember a time before they had e-mail? Do they remember when they first used the World Wide Web? Try to stress the very rapid pace of development of the Internet and its technologies by using examples from their lifetime and from your own.
Growth of the Internet

There are more than 350 million connected Internet host computers and more than 800 million worldwide Internet users. The existing TCP/IP numbering system that identifies users will run out of addresses in a few years at the Internet's current growth rate. A new version of the protocol is currently being implemented that will allow many more addresses (the actual number is 134 followed by 152 zeroes).
Network access points (NAPs) are now operated by four different telecommunications companies. No one single centralized organization controls the Internet or its activity. Make sure students understand this; people sometimes ask “Who owns the Internet?” The answer is that no one does.

Quick Quiz
1. True or False: Companies that sell network access to the Internet must pass on their fees to ARPANET.


2. A network access point (NAP) is:
a. an office computer that is connected to a local or wide area network.

b. a company that sells access to the Internet to organizations and businesses

c. a computer that routes packets as they travel along the Internet.


3. In 2005, the number of Internet hosts was approximately ___________________.
Answers: False, b, 350 million.
IP Addressing
Discuss the IP addressing system and make sure students are familiar with the current protocol as well as the new protocol, IP version 6, currently being implemented for IP addressing. The students should be familiar with the terms dotted decimal notation, subnetting, and should know what private IP addresses are.
World Wide Web
In 1989, Timothy Berners-Lee and other researches at the CERN nuclear research facility near Geneva, Switzerland, laid the foundation of the World Wide Web (Web), which allows a quick access to any resource on the Internet. They developed a system of hypertext documents; electronic files that contain elements that you can select. The key to hypertext is the use of links, which you activate by clicking, to move from one topic to another. The hypertext approach has become the dominant method of sharing and retrieving information on the Internet, known as World Wide Web.

Documents on the Web are known as Web pages. A Web browser is a software program that retrieves a Web page and displays it. Browsers can either be text-based (e.g., Lynx) or graphical browsers (e.g., Internet Explorer, Firefox). Most people use graphical browsers. 
The students should understand what a GUI is and how the use of GUIs has impacted the growth of the Internet. Almost all PCs today use a GUI such as Microsoft Windows or the Macintosh user interface. Researchers have found that computer users learn new programs more quickly when they have a GUI interface instead of a text interface.

A Web browser is software that lets users read HTML documents and move from one HTML document to another. Review the Microsoft vs. Netscape lawsuit, and discuss the current status of Netscape and Mozilla. Use Mozilla as an example as you explain open-source software, which is software that is created and maintained by volunteers, and is available free of charge.
Explain the difference between Web sites and Web pages, and tell students that more than 1 billion web pages are currently available.

Quick Quiz
1. True or False: The major advantage of IPv6 is its hexadecimal numbering system, which will provide many more IP addresses than the current version (IPv4).


2. Software that lets users read HTNL document and move from one to another is a _____________.
a. Web markup language
b. hyperlink

c. Web browser


3. The first Web browser to become widely available was known as _________________.

Answers: True, hypertext, Mosaic.

Classroom Activity
If you have a computer with a projection device and an Internet connection in your classroom, go to www.w3.org/People/Berners-Lee/ to read about Tim Berners-Lee and see his picture. 
Business of Providing Internet Access
Discuss network access providers and the services they provide. Refer to Figure A-17.

The students should understand the concept of bandwidth. They should understand that bandwidth for a network connection between two points is always limited to the narrowest bandwidth that exists in any part of the network. Different connection methods offer different bandwidths and the students should understand how this affects Internet access speeds. The students should be familiar with different connection options. They should be aware that a modem converts digital signals to analog signals and back again. 
Explain the different connection options such as DSL, ISDN, T1 and T3, cable modem, and dial-up service (POTS). Compare file transmission speeds of these connections, using the Figure A-19.

Quick Quiz
1. True or False: ISDN service is more widely available in countries other than the United States.


2. Any Internet connection that is faster than POTS is generally called:
a. DSL
b. cable
c. broadband


3. A new network called __________ has backbone bandwidths that sometimes exceed 10Gbps.
Answers: True, c, Internet2
Classroom Activity
What are the most common connection methods available in your location? Ask students if they know whether the local cable company provides access, or whether DSL is available for home users. Ask students to bring in newspapers with advertisements for Internet access, and compare prices. 

Tutorial Discussion Questions

1. Discuss the different networking options available for connecting computers. What are the benefits and drawback of each?

2. Commercialization of the Internet helped contribute to its dramatic growth. Discuss how a start-up company might utilize the services offered on the Web to build its business.

3. Have the class discuss the advantages and disadvantages of connecting to the Internet using school or employer access, using an ISP, using a cable modem connection, connecting through a DSL provider, and connecting by satellite. 
Key Terms

	Term
	Definition

	Advanced Research Projects Agency (ARPA)
	The agency charged with the task of connecting Department of Defense computers to each other and to weapons installations distributed all over the world; also called Defense Advanced Research Projects Agency (DARPA). 

	ARPANET
	The wide area network (WAN) created by DARPA in 1969 that grew to become the Internet. 

	Asymmetric Digital Subscriber Line (ADSL or DSL)
	See Digital Subscriber Line (DSL). 

	Because It’s Time Network (BITNET)
	A network of university computers that eventually became part of the Internet. 

	bits per second (bps)
	The basic increment in which bandwidth is measured. 

	broadband
	Any Internet connection that is faster than POTS. 

	byte
	The basic increment in which file sizes are measured; it contains 8 bits. 

	Category 1 cable
	A type of twisted-pair cable that telephone companies have used for years to carry voice signals; Category 1 cable is inexpensive and easy to install but transmits information much more slowly than other types of cable. 

	Category 5 cable
	A type of twisted-pair cable developed specifically for carrying data signals rather than voice signals; Category 5 cable is easy to install and carries signals between 10 and 100 times faster than coaxial cable 

	Category 5e cable
	An enhanced Category 5 cable that is constructed of higher quality materials so it can carry signals about ten times faster than regular Category 5 cable. 

	circuit switching
	A centrally controlled, single connection method for sending information over a network. 

	client
	A computer connected to a server computer that can share the resources of the server computer. 

	client/server network
	A way of connecting multiple client computers to a server computer to allow the client computers to share the server computer’s resources, such as printers, files, and programs. 

	coaxial cable
	An insulated copper wire encased in a metal shield and then enclosed in plastic insulation; coaxial cable carries signals about 20 times faster than twisted pair cable.

	commerce service provider (CSP)
	A firm that purchases Internet access from network access points and sells it to businesses, individuals, and smaller ISPs. 

	Computer Science Network (CSNET)
	An internet funded by the NSF for educational and research institutions that did not have access to the ARPANET. 

	Defense Advanced Research Projects Agency (DARPA)
	See Advanced Research Projects Agency (ARPA). 

	demodulation
	The process of converting an analog signal to a digital signal. 

	dial-up
	The standard telephone service provided by telephone companies to business and individual customers for voice communications that allows users to transmit data by using a modem at a bandwidth of between 28.8 and 56 Kbps; also called plain old telephone service (POTS). 

	Digital Subscriber Line (DSL)
	A type of broadband connection that offers transmission speeds ranging from 100 to 640 Kbps from the user to the telephone company and from 4.5 to 9 Mbps from the telephone company to the user; also called Asymmetric Digital Subscriber Line (ADSL). 

	Digital Subscriber Loop (DSL)
	See Digital Subscriber Line (DSL).

	dotted decimal notation
	A method of writing the parts of a 32-bit IP address as four decimal numbers separated by periods. 

	electrical interference
	A flow of unwanted electricity in a wire that is induced from the electromagnetic field created by the electrical current flowing through a nearby wire. 

	extranet
	An intranet that permits access by selected outside parties. 

	fiber-optic cable
	A type of cable that transmits information by pulsing beams of light through very thin strands of glass; fiber-optic cable transmits signals much faster than coaxial cable does, is immune to electrical interference, and is more durable than coaxial cable, but it is harder to work with and is more expensive. 

	File Transfer Protocol (FTP)
	That part of the TCP/IP protocol set that includes rules for formatting, ordering, and error-checking files sent across a network. 

	fixed-point wireless
	A technology for connecting residential and small business computers to the Internet that is similar to that used by wireless LANs. 

	gigabits per second (Gbps)
	A measure of bandwidth; 1,073,741,824 bits per second (bps). 

	gigabyte (GB)
	A unit of measure for file sizes; it is 1,073,741,824 bytes (8,589,934,592 bits). 

	graphical user interface (GUI)
	A way of presenting program output that uses pictures, icons, and other graphical elements rather than text only. 

	heading tag
	An HTML tag that instructs the Web browser to display the tagged text as a title. 

	hypertext
	A system in which text on one page links to text on other pages. 

	hypertext link (hyperlink)
	Instructions that point to other HTML documents or to another section of the same document; also called hyperlink or link. 

	Hypertext Markup Language (HTML)
	A language that includes a set of codes (or tags) attached to text that describes the formatting of content. 

	hypertext server
	A computer that stores HTML documents and lets other computers connect to it and read those documents. 

	Integrated Services Digital Network (ISDN)
	A type of DSL that allows data transmission at bandwidths of up to 128 Kbps. 

	Internet access provider (IAP)
	See Internet service provider (ISP) 

	Internet Engineering Task Force (IETF)
	A self-organized group that makes technical contributions to the Internet and related technologies. It is the main body that develops new Internet standards. 

	Internet host
	A computer that connects a LAN or WAN to the Internet. 

	Internet Protocol (IP)
	A part of the TCP/IP set of rules for sending data over a network. 

	Internet service provider (ISP)
	A firm that purchases Internet access from network access points and sells it to businesses, individuals, and smaller ISPs; also called Internet access provider (IAP). 

	Internet Worm
	A program launched by Robert Morris in 1988 that used weaknesses in e-mail programs and operating systems to distribute itself to some of the computers that were then connected to the Internet. The program created multiple copies of itself on the computers it infected, which then consumed the processing power of the infected computers and prevented them from running other programs. 

	Internet2
	A network being developed by a group of universities and the NSF that will have backbone bandwidths that exceed 1 Gbps. 

	intranet
	A LAN or WAN that uses the TCP/IP protocol but does not connect to sites outside the host firm or organization. 

	IP (Internet Protocol) address
	A number that uniquely identifies each computer connected to the Internet, usually expressed as a series of decimal numbers separated by periods. 

	IP version 4 (IPv4)
	The IP addressing system currently in use on the Internet that uses a 32-bit number to label each address on the Internet. 

	IP version 4 (IPv6)
	The IP addressing system approved in 1997 as the protocol that would replace IPv4; IPv6 is more secure and has more than a billion more addresses available than IPv4. 

	Joint Academic Network (Janet)
	An internet established by U.K. universities. 

	kilobits per second (Kbps)
	A measure of bandwidth; 1,024 bps. 

	kilobyte (KB)
	A unit of measure for file sizes; it is 1,024 bytes (8,192 bits). 

	LISTSERV
	Software for running mailing lists on IBM mainframe computers. 

	mailing list
	A mailing list accepts messages it receives and forwards them to users who have subscribed to the list. 

	megabits per second (Mbps)
	A measure of bandwidth; 1,048,576 bps. 

	megabyte (MB)
	A unit of measure for file sizes; it is 1,048,576 bytes (8,388,608 bits). 

	Memex
	A memory-extension device envisioned by Vannevar Bush in 1945 that stored all of a person’s books, records, letters, and research results on microfilm; the idea included mechanical aids to help users consult their collected knowledge quickly and flexibly. 

	MILNET (Military Network)
	That part of ARPANET, created in 1984, reserved for military uses that required high levels of security. 

	modem
	Abbreviated form of modulator-demodulator; a device that converts a computer’s digital signal to an analog signal (modulation) so it can travel through a telephone line, and also converts analog signals arriving through a telephone line to digital signals that the computer can use (demodulation). 

	modulation
	The process of converting a digital signal to an analog signal. 

	Mosaic
	The first program with a GUI that could read HTML and use hyperlinks in HTML documents to navigate from page to page on computers anywhere on the Internet; Mosaic was the first Web browser that became widely available for PCs. 

	network access point (NAP)
	The points at which local portions of the Internet connect to its main network backbone. 

	network address translation (NAT) device
	A computer or piece of network hardware that converts private IP addresses into normal IP addresses so that packets originating within a subnet can be transmitted on the Internet. 

	network backbone
	The long-distance lines and supporting technology that transport large amounts of data between major network nodes. 

	Network Control Protocol (NCP)
	A set of rules for formatting, ordering, and error-checking data used by the ARPANET and other early forerunners of the Internet. 

	network interface card (NIC)
	A card or other device inserted into or attached to a computer that allows it to be connected to a network. 

	node (network node)
	Each computer, printer, or other device that is attached to a network. 

	octet
	An 8-bit number. This term is often used instead of “byte” by persons working with computer networks. 

	open architecture
	An approach that allows each network in an internet to continue using its own protocols and data transmission methods for moving data internally. 

	open-source software
	Software that is created and maintained by volunteer programmers; the software is made available to users at no charge. 

	optical carrier (OC)
	A type of leased telephone line that uses optical fiber. 

	packet switching
	A method for sending information over a network in which files and messages are divided into packets that are labeled electronically with codes for their origins and destinations, sent through the network, each possibly by a different path, and then reassembled at their destination. 

	plain old telephone service (POTS)
	See dial-up. 

	private IP address
	A series of IP numbers that have been set aside for subnet use within LANs and WANs; These IP addresses are not permitted on packets that travel on the Internet. 

	protocol
	A collection of rules for formatting, ordering, and error-checking data sent across a network. 

	router
	A computer on a packet-switching internet that accepts packets from other networks and determines the best way to move each packet forward to its destination. 

	routing algorithm
	The program on a router computer in a packet-switching internet that determines the best path on which to send packets. 

	server
	A computer that accepts requests from other (client) computers that are connected to it and share some or all of its resources, such as printers, files, or programs, with those client computers. 

	Standard Generalized Markup Language (SGML)
	The document description language on which HTML is based. 

	subnetting
	The use of reserved private IP addresses within LANs and WANs to provide additional address space. 

	T1
	A high-bandwidth (1.544 Mbps) data transmission connection used as part of the Internet backbone and by large firms and ISPs as a connection to the Internet. 

	T3
	A high-bandwidth (44.736 Mbps) data transmission connection used as part of the Internet backbone and by large firms and ISPs as a connection to the Internet. 

	tag
	A markup code that tells the Web browser software how to display text. 

	TCP/IP
	A combined set of rules for data transmission; TCP includes rules that computers on a network use to establish and break connections, and IP includes rules for routing of individual data packets. 

	Telnet
	A protocol that lets users log in to their computer accounts from remote sites. 

	Transmission Control Protocol (TCP)
	A part of the TCP/IP set of rules for sending data over a network. 

	twisted-pair cable
	A type of cable made by twisting two or more insulated copper wires around each other and enclosing them in another layer of plastic insulation; used by telephone companies for years to wire residences and businesses. 

	User’s News Network (Usenet) newsgroups
	A network that allows users to post information and responses to that information. 

	Web browser
	Software that lets users read (or browse) HTML documents. 

	Web site
	A collection of HTML documents stored on a computer that is connected to the Internet. 

	wireless network
	A way of connecting computers to each other that does not use cable. Instead, a wireless network uses wireless transmitters and receivers that plug into network interface cards (NICs). 


